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«CrossSecurity» system is intended for comprehensive study of counterparties of your organization. The system can be 

applied in various aspects of due diligence processes, including these key benefits: 

Creation of a unified database with information about your 

partners (individuals and companies). 

General information 

Due diligence methodic are the same in Headquarter and regional 

brunches (control on each step of decision-making). 

Control over the regulations of the validation process. 

Full history of previous checks and investigations is available 

(including printing forms). 



Verification process 

Step1 – manual 

data input 

Step 2 – data verification Step 3 – generation of 

verification report 

Verification 

results 



Work with information 

The analysis is based on the contractor profile with using all 

available information. Information can be extracted from external 

resources (different bureaus and information agencies, resources of 

government ministries) and internal data storages of your 

organization (local databases, black-lists). Use of special means of 

automation allows to use the procedure of automatic obtain 

information from the sources to conduct a systematic 

comparison of the presented and founded information. Special 

rules of analysis allow to identify signs of heightened attention at the 

early stages of verification. 

 

 

In addition to the collection of information, «CrossSecurity» will 

automatically detect internal connection with information of 

previous inspections (identification of links on the names, 

addresses, registration data, documents, etc.). 



Data mining: how it works 

In process of data verification can be used data received from both internal and external (on-line) databases, such as SPARK, 

Rosstat, etc. 



Study your partners! 

When you receive application from your counterparty, you may collect additional information in accessible data sources (data-

mining), compare found information with presented in application, learn more facts about your partner. In «CrossSecurity» this 

is done automatically! 

Resources for data-mining: 

List of found data in different resources 

Find all 

final beneficiaries 

Assessment of the 

partners reliability  

Confirmation of the 

existence 

of your partner 

Request 

Answer 

Application: 



Control list is a mandatory step in the decision-making 

All steps of the verification 

are complete and  

documented 

Is it enough facts for 

decision-making? 

Consideration 

of the head- 

officer required 

Decision 

There is a new 

facts, when 

consideration 

of the head- 

Officer 

required 

 

Additional 

compliance 

procedures 

Decision 



United information field 

Head office 

Regional branch Mobile office 

Central server 

Possibility of distant work with the system for unlimited 

quantity of users from head office, branches and mobile 

office. 

 

Protection of data lines can be applied to protection of 

communication channels between head office and 

branches according to an information security policy. 



Infrastructure recommendations 



Any questions? Our specialists are ready to 

provide you with additional information 

 
Phone: +7 (495) 510-00-79 

  

Thank you for your attention! 
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